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Student IT Policy 

The IT department at Antioch College serves the faculty, staff, and students in need of technical                
support. Students requesting assistance understand that any requested technical support must be            
related to their ability to perform work required by the College curriculum. This kind of support                
includes basic computer functionality, connections to campus wireless networks, access to           
printers, etc. Students are encouraged to install anti-virus/anti-spyware software (i.e. Microsoft           
Security Essentials) on their personal computers and use sound judgment when browsing the             
internet to minimize the chances of malware infections. Students are prohibited from accessing,             
sending, or storing any fraudulent or harassing material, as well as material that is in violation of                 
any local, state, federal, or international law. All students will abide by copyright law (see               
publication Copyright Law of the United States and Related Laws Contained in Title 17 of the                
United States Code, October 2011). Interference with the normal operation of any College             
equipment including computers, network equipment, printers, wiring, etc. is strictly prohibited. 

Students must also understand that priorities will be set in technical support matters based on the                
order they occur. Every effort will be made to offer assistance to students in need but may be                  
delayed depending on the current workload. Restore disks/Windows or Mac operating system            
disks and disks of any currently installed software should be kept by the student in a safe place in                   
case the need arises to format their drives to reinstall an operating system. Students are               
encouraged to regularly back-up their data to a secure location (ex. External hard drive,              
Cloud-based disk space, etc.). Antioch College is NOT responsible for lost data or damages              
incurred by irresponsible behavior, mishandling, power outages, blackouts/brownouts, or acts of           
God (natural causes). 

 


